
What is a DPIA?
n A process which helps you to identify, assess & minimise privacy risks

n A key tool to demonstrate your compliance & accountability under GDPR?
When does
the ICO say

to carry
out a DPIA?

Do I need to conduct an Data Protection Impact Assessment?
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Identify the need for a DPIA

Describe the processing of personal data

Consider if consulting with the 
ICO is appropriate

Assess the necessity and 
proportionality of processing

Identify and assess any privacy risks

Identify appropriate measures to
mitigate these risks

Sign-off DPIA and 
record the outcomes

Integrate the outcomes into a plan and
keep it under review
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